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Resumen

El articulo 17 del Reglamento General de Proteccién de Datos de la Unién Europea (RGPD) con-
firma el derecho de los sujetos a que sus datos personales sean eliminados. La razén' 65 del RGPD
aclara que este derecho es particularmente relevante cuando un nifo da su consentimiento sin ser
plenamente consciente de los riesgos que implica el tratamiento, y mds adelante quiere suprimir
tales datos personales, especialmente en internet. Sin embargo, el derecho de supresion no es abso-
luto. Cuando el tratamiento es necesario por varias razones legitimas, como para el ejercicio del de-
recho a la libertad de expresién e informacion, el derecho de supresion no aplica. En este articulo se
explora el derecho de supresion desde la perspectiva dinamica del derecho de los nifios, y se busca
identificar varias preguntas complicadas que pueden surgir en la practica, y que estan relacionadas
con el equilibrio con otros derechos e intereses, la transparencia requerida, el potencial de solicitar
la supresion cuando terceros (por ejemplo, los padres) han compartido informacién sobre el nifio o
dado consentimiento en nombre del nifo, la conveniencia de los sistemas de supresion por defecto,
y la aplicacion de la regulacion por parte de las autoridades de proteccion de datos.

1 N. del trad.: Las razones expresadas en la exposicién de motivos del RGPD estan enumeradas consecutiva-
mente, y el término utilizado en la versién en espafiol para identificarlas es “razén”. En inglés se utiliza el
término “recital”. En la traduccién de este articulo se usan los términos “razén” o “recital” indistintamente
para hacer alusién al correspondiente apartado de la citada exposicién de motivos.
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A Child’s Right to be Forgotten:
Letting Go of the Past and Embracing the Future?

Abstract

The European Union’s General Data Protection Regulation confirms the right of the data subject
to have his or her personal data erased in its article 17. Recital 65 GDPR clarifies that this right
is particularly relevant where children have given their consent not being fully aware of the risks
involved by the processing, and later want to remove personal data, especially on the internet. Yet,
the right to erasure is not absolute. When the processing is necessary for a number of legitimate
reasons, such as for the exercise of the right to freedom of expression and information, the right to
erasure will not apply. This article seeks to explore the right to erasure from a dynamic child rights
perspective, and aims to identify a number of challenging questions that may arise in practice, and
that are related to the balance with other rights and interests, the required transparency, the poten-
tial to ask for erasure where others (for instance, parents) have shared information about the child or
given consent on behalf of the child, the desirability of erasure-by-default systems, and enforcement
by data protection authorities.

Keywords

Right to be forgotten, right to erasure, General Data Protection Regulation, child, children’s rights,
data protection, freedom of expression, data protection authorities.

INTRODUCCION

El llamado “derecho al olvido” es una herramienta que puede resultar muy poderosa para
fortalecer los derechos de los nifios en el entorno digital. Aun asi, también es una cuestién
discutida intensamente en el contexto del marco de proteccion de datos de la Unién Europea.
Si bien el derecho de supresién ya se habia incluido en el articulo 12 de la Directiva de Protec-
cién de Datos?, desde 19951 el concepto de “olvido” en internet se catapulté al primer plano

2 Directiva 95/46/EC del Parlamento Europeo y del Consejo, del 24 de octubre de 1995, relativa a la proteccion de
las personas fisicas en lo que respecta al tratamiento de datos personales y a la libre circulacién de estos datos,
Diario Oficial L. 281, noviembre 23, 1995, 31-50; ya no esta vigente. El articulo 12 estipulaba que “Los Estados
miembros garantizaran a todos los interesados el derecho de obtener del responsable del tratamiento: [...] (b) en
su caso, la rectificacion, la supresion o el bloqueo de los datos cuyo tratamiento no se ajuste a las disposiciones
de la presente Directiva, en particular a causa del caracter incompleto o inexacto de los datos [...]".

3 Asicomo el articulo 9 (1) e) del Convenio del Consejo de Europa para la Proteccion de las Personas con res-
pecto al Tratamiento Automatizado de Datos Personales.
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del debate publico y académico en 2014 gracias a la sentencia sobre Google Espana del Tribu-
nal de Justicia de la Unién Europea (TJUE)*. Este fallo confirmé que el “derecho al olvido” se
puede hacer valer, permitiendo a un sujeto de derecho “restringir o poner fin a la diseminacion
de aquellos de sus datos personales que considere perjudiciales o contarios a sus intereses”.

El Reglamento General de Proteccion de Datos (RGPD), el mas reciente instrumento de
proteccién de datos de la Unién Europea (UE), que entr6 en vigencia el 25 de mayo de 2018,
contiene, en su articulo 17, “el derecho de supresién”, con el “derecho al olvido” afiadido
después en el titulo, entre paréntesis. Esta formulacion refleja discusiones anteriores sobre la
medida en la que estos derechos se diferencian o si en efecto significan o buscan alcanzar
lo mismo®. Para el Supervisor Europeo de Proteccion de Datos, el articulo 17 “fortalece” el
derecho de supresion al convertirlo en “el derecho al olvido para permitir una ejecucién mas
efectiva de este derecho en el entorno digital””. Consideramos que el articulo 17 del RGPD
no crea un nuevo derecho, sino que describe el derecho de supresién de una manera mucho
mas detallada y explicita que antes. De hecho, estipula que el interesado (la persona cuyos
datos se estan tratando) tiene el “derecho a obtener sin dilacién indebida del responsable
del tratamiento la supresién de los datos personales que le conciernan”, en una variedad de
circunstancias, como cuando los datos ya no son necesarios para los fines para los que se
recolectaron, cuando se ha retirado el consentimiento o cuando el interesado se opone al tra-
tamiento. Por lo tanto, esta obligacion incumbe al “responsable del tratamiento”, un término
que denota a “la persona fisica o juridica, autoridad publica, servicio u otro organismo que,
solo o junto con otros, determine los fines y medios del tratamiento”®. Puesto que el RGPD
se aplica a todas las entidades —bien sea que estén establecidas en la UE o no— que ofrecen
bienes o servicios a —o monitorean la conducta de— los ciudadanos de la UE?, su alcance
territorial es lo suficientemente amplio como para extenderse a responsables de datos (por
ejemplo, prestadores de servicios en linea) de cualquier lugar del mundo.

Otra innovacién en comparacion con la Directiva de Proteccion de Datos de 1995 es la
manera explicita en que el RGPD enfatiza la relevancia del derecho al olvido para los nifios.
Los nifios y adolescentes pueden no ser plenamente conscientes del hecho de que sus datos
personales estan siendo tratados, ni del hecho de que hay una variedad de actores que tratan
sus datos (como administraciones gubernamentales, colegios, empresas y otros individuos).
Los estudios han encontrado, por ejemplo, que los adolescentes mds jovenes no tienen sufi-
ciente conocimiento comercial para darse cuenta de que sus datos se estan empleando con

4 Tribunal de Justicia de la Unién Europea. (Google Spain SL y Google Inc. vs. Agencia Espafola de Proteccién
de Datos (AEPD) y Mario Costeja Gonzaélez). C-131/12 (17 mayo, 2014).

5  Tribunal de Justicia de la Unién Europea. (Google Spain SL y Google Inc. vs. Agencia Espafiola de Proteccion
de Datos (AEPD) y Mario Costeja Gonzalez). C-131/12 (17 de mayo, 2014). Opinién del Abogado General
Jaaskinen, punto 108.

6  Véase, por ejemplo: Bert-Jaap Koops, “Forgetting Footprints, Shunning Shadows: A Critical Analysis of the ‘Right to
Be Forgotten” in Big Data Practice”. SCRIPTed 8, n.° 3 (2011): 229-256, http://dx.doi.org/10.2139/ssrn.1986719;
Ignacio N. Cofone, “Google v. Spain: A Right To Be Forgotten?”. Chicago-Kent Journal of International and Com-
parative Law 15, n.° 1 (2015): 1-11, https:/papers.ssrn.com/sol3/papers.cfm?abstract_id=2548954.

7 Supervisor Europeo de Protecciéon de Datos. Opinion on the data protection reform package. Punto 146.
(Marzo 7, 2012).

Reglamento General de Proteccién de Datos (RGPD). Articulo 4 (7). Mayo 25 de 2018.
Reglamento General de Proteccién de Datos (RGPD). Articulo 3. Mayo 25 de 2018.
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fines comerciales'®. Ademas, los nifos no siempre prevén las consecuencias a largo plazo de
divulgar su informacién personal, en especial en el entorno digital''. Es posible que a medida
que crezcan ya no quieran estar vinculados con informacién con la que ya no se identifican.
En estos casos, el derecho de supresion permite mitigar la persistencia, visibilidad, extensibi-
lidad y potencial de bisqueda de la informacién en linea, todo lo cual puede obstaculizar la
exploracion y experimentacion con su identidad'.

Por lo tanto, este articulo busca explorar el derecho de supresion desde la perspectiva dina-
mica del derecho de los nifios, argumentando que para ellos, en particular, el derecho al olvido
puede resultar ser de gran importancia en términos de la materializacién de sus derechos al de-
sarrollo, a la libertad de expresion e informacién y a la vida privada. También busca identificar
varias preguntas complicadas que pueden surgir en la practica, por ejemplo consideraciones
sobre el equilibrio que se debe lograr con otros derechos e intereses; la transparencia necesa-
ria de parte de los responsables del tratamiento para informar a los nifos sobre el derecho de
supresion; la conveniencia de los sistemas por defecto; la posibilidad de solicitar la supresién
cuando otros (por ejemplo, los padres) han compartido informacién sobre el nifio o han dado
consentimiento en nombre del nifio; y, por dltimo, la ejecucién por parte de las autoridades de
proteccion de datos.

Si bien el debate sobre el derecho de supresion también ha adquirido importancia en juris-
dicciones externas a la Unién Europea, como en Colombia'?, Brasil' y California', el enfoque
de este articulo esta limitado al derecho tal y como se encuentra conceptualizado en el RGPD,
y a los marcos de derechos humanos y derechos de los nifios que apuntalan a aquellos derechos
que el derecho de supresion puede ayudar a proteger. Estos marcos no solo incluyen aquellos
de la Unién Europea (UE) y el Consejo de Europa (CdE) y los documentos de derechos humanos

10 Sonia Livingstone y Kjartan Olafsson, “Children’s commercial media literacy: new evidence relevant to UK po-
licy decisions regarding the GDPR”, Media Policy Project (blog), 26 de enero de 2017, http://blogs.lse.ac.uk/
mediapolicyproject/2017/01/26/childrens-commercial-media-literacy-new-evidence-relevant-to-uk-policy-
decisions-regarding-the-gdpr/.

11 Rachele Ciavarella y Cecil De Terwangne, “Online Social Networks and young people’s privacy protection: the
role of the right to be forgotten”, en Minding minors wandering the web: regulating online child safety. eds., Si-
mone van der Hof, Bibi van den Berg y Bart Schermer (La Haya: Asser Press Springer, 2014), 158; Reglamento
General de Proteccién de Datos (RGPD). Recital 65. Mayo 25 de 2018.

12 Danah Boyd, It's complicated: the social lives of networked teens (New Haven: Yale University Press, 2014).

13 El principio colombiano de “habeas data” estd consagrado en el articulo 15 de la Constitucion Politica, y se ha
desarrollado mas a fondo en el contexto de los servicios financieros. Véase Corte Constitucional de Colombia.
Sentencia T-444 del 7 de Julio de 1992 (MP: Alejandro Martinez Caballero); Ley 1266 de 2008, 31 de diciem-
bre de 2008. Disposiciones generales del hdbeas data. Diario oficial 47219.

14 Como el proyecto de ley de proteccién de datos de Brasil, que prevé dos instancias para la supresién en su
articulo 18. La seccion IV establece que el interesado tiene derecho a obtener “la supresion de datos innece-
sarios, excesivos o tratados de manera contraria al proyecto”. La seccién VI va mas alla al determinar que la
supresion también se puede obtener en el caso de “datos personales tratados con el consentimiento del intere-
sado, excepto en los casos previstos en el art. 16 de esta Ley”. Véase Senado de Brasil PLC 53/2018. (Proyecto
de Ley de Proteccién de Datos) (10 de julio de 2018).

15 Asamblea de California, Assembly Bill n.° 375 (California Consumer Privacy Act of 2018) (28 de junio de 2018).
Su version del derecho al olvido se puede encontrar en el articulo 1798.105, y el proyecto de ley entrara en
vigencia el 1.° de enero de 2020. Ademas, la Ley borrador en linea (Online Eraser Law) se adopt6 en 2013
(California Senate, Senate Bill n.° 568 [Online Eraser Law] [23 September 2013]).
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emitidos por esas instituciones, sino que ademds incluyen la Convencién sobre los Derechos
del Nifio de las Naciones Unidas, que esta ratificada por 195 paises alrededor del mundo.

1. EL DERECHO DE SUPRESION CON
RESPECTO A LOS DATOS DE LOS NINOS

Contrario a su predecesor, el RGPD si presta atencion especificamente a la proteccién de los
datos personales de los nifios. La razén 38 reconoce que este grupo de sujetos de datos en espe-
cial amerita una “proteccion especifica” con respecto a sus datos personales. Si bien la nocién
de nifio no esta definida en el RGPD, el Grupo de Trabajo del Articulo 29 y varios académicos
sostienen que, segin la Convencién sobre los Derechos del Nifo, que esta ratificada por todos
los estados miembros de la Unién Europea, un nifio es una persona menor de 18 anos'®.

La razén 38 refleja el derecho general de los nifios a la privacidad, que se deriva directa-
mente de la Convencién sobre los Derechos del Nifio. El articulo 6 sobre el derecho al desa-
rrollo de los nifios, el articulo 8 sobre el derecho de los nifios a preservar su identidad, y el
articulo 16 sobre el derecho de los nifios a no ser objeto de injerencias arbitrarias o ilegales
en su vida privada, su familia, su domicilio o su correspondencia, moldean este derecho'’. El
derecho a la privacidad y a la proteccion de datos de los nifos, asi como a la proteccion y
el cuidado necesarios para su bienestar, también estan incluidos directa e indirectamente en
la Convencion Europea de Derechos Humanos del Consejo de Europa'® y en la Carta de los
Derechos Fundamentales de la UE™.

Estos derechos se interpretan de manera diferente para nifios y para adultos. Los nifios
todavia no son maduros psicolégica ni fisicamente, sino que se estan desarrollando fisica y
mentalmente para convertirse en adultos®®. El Grupo de Trabajo del Articulo 29 de la Unién
Europea confirmé que los derechos del nifio y el ejercicio de esos derechos —incluyendo el de
proteccion de datos— deben expresarse de un modo tal que se pueda apreciar esta situacion
especial en la que se encuentran los nifios?'.

El derecho al olvido en particular es un derecho que reconoce tanto la inmadurez como el
desarrollo de los nifos.

16  Simone van der Hof, “I agree... or do I? - A rights-based analysis of the law on children’s consent in the digital
world”, Wisconsin International Law Journal 34, n.° 2 (2017): 409-445, http://hdl.handle.net/1887/58542; “Gui-
delines on transparency under Regulation 2016/679”, Grupo de Trabajo del Articulo 29, 11 de abril de 2018, 10.

17 Marga M. Groothuis, “The Right to Privacy for Children on the Internet” en Minding minors wandering the
web: regulating online child safety. eds., Simone van der Hof, Bibi van den Berg y Bart Schermer (La Haya:
Asser Press Springer, 2014), 152.

18 Convencién Europea de Derechos Humanos. Articulo 8. Septiembre 3, 1953.
19 Carta de los Derechos Fundamentales de la Unién Europea. Articulos 7, 8 y 24. Diciembre 18, 2000.

20 Simone van der Hof, “No Child’s Play: Online Data Protection for Children” en Minding minors wandering
the web: regulating online child safety, eds., Simone van der Hof, Bibi van den Berg y Bart Schermer (La Haya:
Asser Press Springer, 2014), 129.

21 “Working Document 1/2008 on the protection of children’s personal data”, Grupo de Trabajo del Articulo 29, fe-
brero 18 de 2008; “Opinion 2/2010 on online behavioural advertising”, Grupo de Trabajo del Articulo 29, junio
22 de 2010; “Opinion 5/2009 on online social networking”, Grupo de Trabajo del Articulo 29, junio 12 de 2009.
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La razén 65 del RGDP expresa literalmente que este derecho es de particular relevancia
para los ninos si el consentimiento para el tratamiento lo ha dado un nifo que “no es plena-
mente consciente de los riesgos que implica el tratamiento, y mas tarde quiere suprimir tales
datos personales, especialmente en internet”. Esto también se ha presentado como el argu-
mento de “borrén y cuenta nueva”: los “pecados” cometidos al crecer no deberian perseguir
a alguien por siempre?.

Es innegable que la informacién que se publica, comparte o disemina en internet puede
tener un impacto gigantesco en la vida privada de un individuo. Debido a su facil accesibili-
dad y a su alcance global, la internet ha facilitado un incremento en los riesgos y las infrac-
ciones relacionados con la privacidad, como el acoso?. El abuso de la informacion privada
de un adolescente por parte de terceros es mas nocivo en esta sociedad digital en la que la
internet es omnipresente y donde los resultados de una bisqueda en linea “pueden hacer
mas que cualquier cosa en el mundo por definir a un extrafio segtin la estima de los demds”*.
Es preciso reiterar a este respecto que los nifios no siempre estan conscientes de la seriedad
de la informacién que comparten, ni de la longevidad con la que se almacena. Asi mismo,
ademas de los datos compartidos conscientemente por un nifo, van der Hof también senala
los “datos emitidos”, datos que simplemente por estar y actuar en linea mediante computa-
dores y dispositivos moéviles se recolectan en gran medida de manera inconsciente o sin que
se sepa, y los “datos inferidos”, que son datos nuevos que se derivan de otros datos, y que
consisten en patrones y correlaciones®. Por consiguiente, la posibilidad de suprimir infor-
macién con la que una persona ya no se identifica al crecer estaria alineada con el “mejor
interés” del nifio, en linea con el articulo 3 de la Convencién sobre los Derechos del Nifio y
el articulo 24 (2) de la Carta de los Derechos Fundamentales?®.

Para los controladores de datos, esto significa que si se han recolectado y tratado datos
personales de nifios, se debe dar “peso particular” a “cualquier solicitud de supresion si el
tratamiento de los datos estd basado en consentimiento dado por un nifo, especialmente
cualquier tratamiento de sus datos personales en internet”?. Este también es el caso cuando

22 Anna Bunn, “The curious case of the right to be forgotten”, Computer Law & Security Review 31, n.° 3 (2015):
336-350, https://doi.org/10.1016/j.clsr.2015.03.006; Simone van der Hof y Eva Lievens, “The importance of
privacy by design and data protection impact assessments in strengthening protection of children’s personal
data under the GDPR”, Communications Law 23, n.° 1 (2018): 37, https://ssrn.com/abstract=3107660.

23 Consejo de Europa. Recommendation of the Committee of Ministers to member States on the roles and respon-
sibilities of internet intermediaries. CM/Rec(2018)2. (Marzo 7, 2018).

24 Jonathan Zittrain, “Don’t Force Google to ‘Forget’”, The New York Times, 14 de mayo de 2014, https:/www.
nytimes.com/2014/05/15/opinion/dont-force-google-to-forget.html.

25 Simone van der Hof, “I agree... or do I? - A rights-based analysis of the law on children’s consent in the digital
world”, Wisconsin International Law Journal 34, (2017): 409-45, http://hdl.handle.net/1887/58542.

26 Eva Lievens y Valerie Verdoodt, “Looking for needles in a haystack: key issues affecting children’s rights in the
General Data Protection Regulation”, Computer Law & Security Review 34, n.° 2 (2018): 269-278, https://doi.
org/10.1016/j.clsr.2017.09.007. La Convencién de las Naciones Unidas sobre los Derechos del Nifio de 1989
reconoce a los niflos como titulares de derechos fundamentales y no solo como simples objetos de proteccion.
Esto implica que “en todas las medidas concernientes a los nifios [...] una consideracion primordial a que se
atenderd sera el interés superior del nino” (articulo 3 de la Convencidn sobre los Derechos del Nifno).

27 “Guide to the GDPR-Right to erasure”, UK Information Commissioner’s Office, https://ico.org.uk/for-organisa-
tions/guide-to-the-general-data-protection-regulation-gdpr/individual-rights/right-to-erasure/.
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el interesado que solicit6 la supresion de ciertos datos ya no es un nifo y cuando los padres
dieron consentimiento en nombre del nifio”. Surge la pregunta de si los controladores de da-
tos deberian pedir a los interesados informacién adicional para confirmar su identidad, con el
fin de evitar circunstancias en las que alguien pueda solicitar la supresién de los datos de otra
persona. Con respecto a esto, la Oficina del Comisionado de Informacién del Reino Unido ha
declarado que si existen dudas sobre la identidad de la persona que realiza la solicitud, los
controladores pueden pedir mas informacién, asegurdndose de que solo se solicite la informa-
cién necesaria para confirmar a quién pertenecen los datos?.

Es igualmente importante el hecho de que cuando el responsable del tratamiento “haya
hecho publicos los datos personales [...] adoptard medidas razonables, incluidas medidas téc-
nicas, con miras a informar a los responsables que estén tratando los datos personales de la
solicitud del interesado de supresion de cualquier enlace a esos datos personales, o cualquier
copia o réplica de los mismos”*°. En el entorno digital, que esta permeado por la capacidad de
propagacion de la informacién, esta obligacion es esencial, pero también dificil de implemen-
tar. Especialmente en términos de los “datos emitidos” y los “datos inferidos”, mencionados
antes, esto puede resultar muy complejo, o incluso inviable. Las autoridades de proteccion de
datos han aclarado que esta es una obligacién de medio o esfuerzo, en lugar de una obligacién
de resultado®'.

En general, deberia ser tan facil para un nino ejercer su derecho de supresion como lo fue
proporcionar los datos originalmente®. Sin embargo, en la practica esto no siempre es asi de
sencillo, ni posible, por ejemplo porque otros derechos se encuentran en juego™®.

2. EQUILIBRAR EL DERECHO DE SUPRESION
CON OTROS DERECHOS E INTERESES

El articulo 17 del RGPD reconoce que el derecho de supresion no es absoluto. Cuando el tra-
tamiento es necesario por varias razones legitimas, mas notablemente el ejercicio del derecho
a la libertad de expresion e informacion, el derecho de supresion no se aplica*.

28 Reglamento General de Proteccion de Datos (RGPD). Recital 65. Mayo 25 de 2018.

29 Reglamento General de Proteccion de Datos (RGPD). Articulo 12 (6). Mayo 25 de 2018; “Guide to the GDPR-
Right to erasure”, UK Information Commissioner’s Office, https://ico.org.uk/for-organisations/guide-to-the-ge-
neral-data-protection-regulation-gdpr/individual-rights/right-to-erasure/.

30 Reglamento General de Proteccién de Datos (RGPD). Articulo 17 (2). Mayo 25 de 2018.

31 “Het recht om uw gegevens te laten wissen”, Gegevensbeschermingsautoriteit, https://www.gegevensbescher-
mingsautoriteit.be/het-recht-om-uw-gegevens-te-laten-wissen-art-17-avg#overlay-context=; “Opinion of the data
protection reform package”, European Data Protection Supervisor, 7 de marzo de 2012, 147.

32 Guide to the GDPR-Right to erasure”, UK Information Commissioner’s Office, https://ico.org.uk/for-organisations/
guide-to-the-general-data-protection-regulation-gdpr/individual-rights/right-to-erasure/; Reglamento General de
Proteccion de Datos (RGPD). Recital 65. Mayo 25 de 2018.

33 Peter Blume, “The data subject”, European Data Protection Law Review 1, n.° 4 (2015): 258-264. https://doi.
org/10.21552/EDPL/2015/4/4.

34 Véase Reglamento General de Proteccién de Datos (RGPD). Articulo 17 (2). Mayo 25 de 2018. Otras razo-
nes son “para el cumplimiento de una obligacién legal que requiera el tratamiento de datos impuesta por
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Equilibrar la privacidad y la proteccién de datos personales®®, por un lado, con la libertad
de expresion, por el otro lado, es una tarea increiblemente dificil de realizar. Al fin y al cabo,
estos son derechos fundamentales garantizados por los articulos 8 y 11 de la Carta de los De-
rechos Fundamentales de la UE y por los articulos 8 y 10 de la Convencién Europea de Dere-
chos Humanos, vy, por lo tanto, se consideran de igual valor®.

En particular, la libertad de expresion e informacién es un elemento basico de una sociedad
democrética, como lo ha declarado en numerosas ocasiones el Tribunal Europeo de Derechos
Humanos del Consejo de Europa con respecto al articulo 10 de la Convencioén. Esto llevé a que
muchas personas expresaran sus preocupaciones frente al impacto que un derecho al olvido
de largo alcance tendria en otros derechos fundamentales®. Tras el caso de Google Espafia,
varios medios de comunicacién también objetaron que Google eliminara de los resultados de
busqueda los vinculos a sus articulos?.

La importancia de la naturaleza abierta de internet, y cémo contribuye a la libertad de
expresion e informacion, se ha defendido vigorosamente®®, y ha resonado en varios fallos del

el Derecho de la Unién o de los Estados miembros que se aplique al responsable del tratamiento, o para el
cumplimiento de una mision realizada en interés pablico o en el ejercicio de poderes publicos conferidos al
responsable; por razones de interés publico en el ambito de la salud publica de conformidad con el articulo 9,
apartado 2, letras h e i, y apartado 3; con fines de archivo en interés piblico, fines de investigacién cientifica
o histérica o fines estadisticos, de conformidad con el articulo 89, apartado 1, en la medida en que el derecho
indicado en el apartado 1 pudiera hacer imposible u obstaculizar gravemente el logro de los objetivos de dicho
tratamiento; o para la formulacién, el ejercicio o la defensa de reclamaciones”. El Recital 4 del RGPD también
enfatiza la importancia de equilibrar los diferentes derechos en juego de manera mds general: “El tratamiento
de datos personales debe estar concebido para servir a la humanidad. El derecho a la proteccion de los datos
personales no es un derecho absoluto sino que debe considerarse en relacién con su funcién en la sociedad y
mantener el equilibrio con otros derechos fundamentales, con arreglo al principio de proporcionalidad. El pre-
sente Reglamento respeta todos los derechos fundamentales y observa las libertades y los principios reconoci-
dos en la Carta conforme se consagran en los Tratados, en particular el respeto de la vida privada y familiar, del
domicilioy de las comunicaciones, la proteccién de los datos de caracter personal, la libertad de pensamiento,
de conciencia y de religion, la libertad de expresion y de informacién, la libertad de empresa, el derecho a la
tutela judicial efectiva y a un juicio justo, y la diversidad cultural, religiosa y lingtistica”.

35 Biensea que la proteccién de datos personales se considere un derivado de la privacidad o un derecho auténomo.

36 Tribunal Europeo de Derechos Humanos. (Wegrzynowski y Smolczewski vs. Polonia). 33846/07 (16 de julio,
2013). Para. 56.

37 Stefan Kulk y Frederik Zuiderveen Borgesius, “Google Spain v. Gonzalez: Did the Court Forget about Freedom of
Expression?”, European Journal of Risk Regulation 5, n.° 3 (2014): 389, https://ssrn.com/abstract=2491486; Ste-
ve Peers, “The CJEU’s Google Spain Judgment: Failing to Balance Privacy and Freedom of Expression”, EU Law
Analysis, (2014), http://eulawanalysis.blogspot.co.uk/2014/05/the-cjeusgoogle-spain-judgment-failing.html;
Caro Rolando, “How “The Right to Be Forgotten” Affects Privacy and Free Expression”, IFEX, (2014), https://
www.ifex.org/europe_central_asia/2014/07/21/right_forgotten; Guy Vassall-Adams, “Case comment: Google
Spain SL, Google Inc vs. Agencia Espafiola de Proteccién de Datos, Mario Costeja Gonzalez”, Eutopia Law,
(2014), https://eutopialaw.com/2014/05/16/case-comment-googlespain-sl-google-inc-v-agencia-espanola-de-
proteccion-de-datos-mario-costeja-gonzalez/; “EU court enshrines “right to be forgotten” in Spanish case
against Google”, Reporteros sin Fronteras, 14 de mayo de 2014, https:/rsf.org/en/news/eu-court-enshrines-
right-be-forgotten-spanish-case-against-google.

38 CharlesArthur, “UK news organisations criticise Google over implementation of new law”, The Guardian, (2014),
https://www.theguardian.com/technology/2014/jul/03/google-right-to-be-forgotten-law-uk-news-search-
requests.

39 Nellie Kroes Speech: “Freedom of Expression is No Laughing Matter”, Comisién Europea, 2 de septiembre de
2014, http://europa.eu/rapid/press-release_SPEECH-14-575_en.htm.
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Tribunal Europeo de Derechos Humanos: la internet mejora el acceso a las noticias y facilita
“compartir y diseminar la informacién de manera general”+.

A primera vista pareceria problemdtico justificar que se interfiera drasticamente, como al
suprimir informacién, con el derecho a la libertad de expresion. Sin embargo, muchas perso-
nas creen que el derecho al olvido en internet es necesario debido al “efecto de eternidad”*'
inherente al entorno digital, asi como por la dificultad de eliminar contenido en linea o una
cuenta de una red social*. Sin embargo, en ciertas circunstancias el derecho a la libertad de
expresion debe prevalecer. Por ejemplo, si el nifio crece y se convierte en una figura piblica
(como un politico)*, su pasado en linea podria ser relevante para el publico, lo que puede ser
una razon para rehusarse a suprimir sus datos personales —esta posibilidad esta prevista en
el recital 65 del RGPD*—. El grado en el que esta informacion sea relevante para el interés
publico servird como criterio orientador para el ejercicio de equilibrar el derecho a la vida
privada y la proteccién de datos personales con la libertad de recibir informacion.

Con respecto a esto, sostenemos que se necesita una evaluacion humana para determinar
si una solicitud de supresion deberia cumplirse, si implicaria el riesgo de impactar negativa-
mente la libertad de expresion, o si se aplica alguna de las otras excepciones establecidas en el
articulo 17(3). Esto requiere que se invierta en personal (nuevo) que investigue las solicitudes
de supresion, pues la alternativa —el uso de sistemas automaticos o algoritmos para tomar
decisiones sobre estas solicitudes— quizas no tenga la capacidad de apreciar el contexto*
o de realizar el ejercicio de equilibrio descrito arriba. Al mismo tiempo, es preciso mitigar el
riesgo de exceso de cumplimiento, pues es posible que las compaiias quieran evitar disputas
legales y por lo tanto supriman (automaticamente) informacion en cualquier caso de duda, lo
que puede resultar en repercusiones negativas para la libertad de expresion.

3. TRANSPARENCIA Y EL DERECHO DE SUPRESION DE LOS NINOS

Tener consciencia y conocimiento sobre el derecho de supresién es un prerrequisito para una
experiencia significativa de este. El principio de transparencia, establecido en el articulo 5 (1) a
del RGPD, se detalla en los articulos 12, 13 y 14 del RGPD. De acuerdo con el articulo 13 (2) b

40 Tribunal Europeo de Derechos Humanos. (Neij y Kolmisoppi vs. Suecia). 40397/12 (19 de febrero, 2013).

41  Stefan Walz, “Relationship between the freedom of the press and the right to informational privacy in the
emerging information society”. 19* Conferencia Internacional de Proteccion de Datos Personales, 1997.

42 Aja Romano, “How Facebook made it impossible to delete Facebook”, Vox, (2018), https://www.vox.com/
culture/2018/3/22/17146776/delete-facebook-difficult.

43 “Guidelines on the implementation of the Court of Justice of the European Union judgment on Google Spain
and Inc vs. Agencia Espafiola de Proteccion de Datos (AEPD) and Mario Costeja Gonzalez”. C-131/12, Grupo
de Trabajo del Articulo 29, 26 de noviembre de 2014, http://ec.europa.eu/justice/article-29/documentation/
opinion-recommendation/files/2014/wp225_en.pdf, 2: “The interest of the public will be significantly greater
if the data subject plays a role in public life”.

44 Peter Blume, “The data subject”, European Data Protection Law Review 1, n.° 4 (2015): 258-264, https://doi.
org/10.21552/EDPL/2015/4/4.

45  Consejo de Europa. Recommendation of the Committee of Ministers to member States on the roles and respon-
sibilities of internet intermediaries. CM/Rec(2018)2. (Marzo 7, 2018).
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y el articulo 14 (2) c del RGPD, los responsables del tratamiento de datos deben informar al
interesado sobre la existencia del derecho a solicitarle al controlador el acceso a sus datos
personales y la posibilidad de rectificarlos o suprimirlos. Esta informacion debe ser “especifi-
ca al escenario de tratamiento e incluir un resumen de lo que el derecho conlleva y cémo el
interesado puede tomar medidas para ejercerlo, asi como cualquier limitacion al derecho”#.
Ademas, la informacién debe ser comunicada de manera concisa, transparente, inteligible y
de facil acceso, con un lenguaje claro y sencillo, en particular cuando estd dirigido a nifos.
Esto quiere decir que el vocabulario, tono y estilo del lenguaje empleado debe ser apropiado
para los nifios y resonar en ellos*”. Algunos ejemplos que se han dado sobre las maneras en
las que se puede transmitir esta informacién son cémics o caricaturas, pictogramas y anima-
ciones*. Los responsables del tratamiento de datos pueden comprobar si la informacion que
estan transmitiendo es adecuada para los nifios mediante paneles de usuarios*’ o grupos foca-
les compuestos por nifnos (de diferentes edades).

Como tal, no es posible alcanzar y empoderar a absolutamente todos los nifios con la
informacién sobre su derecho de supresién y sobre como ejercerlo. Siempre habra nifos (y
lo mismo ocurre con los adultos) que no absorberdn o asimilaran dicha informacién y, por lo
tanto, no pondran en practica sus derechos.

4. CONVENIENCIA DE SISTEMAS DE SUPRESION
POR DISENO PARA LOS DATOS DE LOS NINOS

Un posible remedio para el hallazgo de que la transparencia tiene sus Iimites podria ser la
adopcion de la “supresion por diseno” cuando se trata de nifios. Los principios de proteccién
de datos por disefo y por defecto, que se han defendido por un buen tiempo, se incorporaron
explicitamente en el articulo 25 del RGPD. Estos principios requieren que los controladores
de datos implementen “medidas técnicas y organizativas apropiadas, como la seudonimiza-
cién, concebidas para aplicar de forma efectiva los principios de proteccion de datos, como la
minimizacion de datos, e integrar las garantias necesarias en el tratamiento, a fin de cumplir
los requisitos del presente Reglamento y proteger los derechos de los interesados” y que apli-
quen “medidas técnicas y organizativas apropiadas con miras a garantizar que, por defecto,
solo sean objeto de tratamiento los datos personales que sean necesarios para cada uno de los
fines especificos del tratamiento”*°. En el pasado se ha sugerido que estos principios presentan

46 “Guidelines on transparency under Regulation” 2016/679, Grupo de Trabajo del Articulo 29, 11 de abril de
2018, http://ec.europa.eu/newsroom/article29/document.cfm?action=display&doc_id=51025.

47  “Guidelines on transparency under Regulation” 2016/679, Grupo de Trabajo del Articulo 29, 11 de abril de
2018, 10, http://ec.europa.eu/newsroom/article29/document.cfm?action=display&doc_id=51025; Reglamen-
to General de Proteccién de Datos (RGPD). Recital 58.

48 “Guidelines on transparency under Regulation” 2016/679, Grupo de Trabajo del Articulo 29, 11 de abril de
2018, 12, http://ec.europa.eu/newsroom/article29/document.cfm?action=display&doc_id=51025.

49 “Guidelines on transparency under Regulation” 2016/679, Grupo de Trabajo del Articulo 29, 11 de abril de
2018, 7, http://ec.europa.eu/newsroom/article29/document.cfm?action=display&doc_id=51025.

50 Reglamento General de Proteccién de Datos (RGPD). Articulo 12 (6). Mayo 25 de 2018.
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oportunidades que pueden mitigar algunos de los problemas concernientes al control indivi-
dual —por parte de los nifios o de sus padres— sobre los datos personales, si se incorporan
los derechos de control individual en la operaciéon de los sistemas de datos, posiblemente
volviéndolos mas efectivos®'.

Con respecto a los nifos, ya se han presentado propuestas en términos de la supresién por
diseno o por defecto. Por ejemplo, el Centro Canadiense por la Defensa el Interés Puiblico, en
el contexto de la Consulta Gubernamental de 2010 sobre una Estrategia de Economia Digital
para Canada, sugiri6:

Cuando los ninos alcanzan la mayoria de edad, aquellas organizaciones que han
recolectado y usado su informacion personal ya no deberian poder conservar la infor-
macioén recolectada durante la “minoria legal” del nifio, y deberia exigirseles que eli-
minen la informacién de manera inmediata a menos que el interesado, ahora adulto,
dé su consentimiento explicito para que se continte con la recoleccién, uso, y posible
divulgacién de su informacién personal recolectada durante su minoria de edad*>.

Si bien un mecanismo de este tipo en efecto pondria en practica el argumento de “borrén y
cuenta nueva”, también implicaria tener en cuenta las opiniones del interesado y requeriria
de su consentimiento. No todos los interesados querrdan que los datos recolectados y tratados
durante su infancia se eliminen®. Sin embargo, es posible imaginar que los responsables del
tratamiento de los datos ofrezcan esta opcion a los interesados que cumplan 18 afios, al menos
cuando estén enterados de la edad del sujeto®.

5. EL DERECHO DE SUPRESION DE LOS NINOS Y
LA INFORMACION COMPARTIDA POR SUS PADRES

Durante la infancia y la adolescencia, no solo se recolectan y tratan datos personales de los
ninos directamente de ellos. Los padres (u otros miembros de la familia) a menudo comparten
informacién como fotos, videos o mensajes relacionados con el nifo. Esta practica, conoci-
da como ‘sharenting’ (por la contraccién de las palabras en inglés ‘compartir’ y ‘criar’), es
generalizada®. Se ha argumentado que es una “practica de autorrepresentacién por parte de

51  Simone van der Hof y Eva Lievens, “The importance of privacy by design and data protection impact assessments
in strengthening protection of children’s personal data under the GDPR”, Communications Law 23, n.° 1 (2018):
35, https://ssrn.com/abstract=3107660.

52 “Submission to the Government Consultation on A Digital Economy Strategy for Canada”, Public Interest
Advocacy Centre, 2010, https://corporationscanada.ic.gc.ca/eic/site/028.nsf/eng/00217 .html#p3.2.3.

53 Simone van der Hof y Eva Lievens, “The importance of privacy by design and data protection impact assessments
in strengthening protection of children’s personal data under the GDPR”, Communications Law 23, n.° 1 (2018):
37, https://ssrn.com/abstract=3107660.

54 Muchos niflos mienten sobre su edad cuando crean perfiles en servicios que restringen su uso a nifos mayores
de cierta edad.

55 Claire Bessant, “Sharenting: balancing the conflicting rights between parents and children”, Communications
Law 23, n.° 1 (2018): 7, http://nrl.northumbria.ac.uk/33818/.
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los padres sobre su estilo de crianza, en vez de entenderse simplemente como la exposicion
supuestamente inconsciente de los nifios por parte de sus padres”®. Sin embargo, hay quienes
afirman que la informacion compartida por los padres puede causar a los nifos vergiienza y
ansiedad sustanciales, y que los fuertes comentarios que otras personas realizan con respecto
a esa informacion pueden impactar negativamente en su respeto propio®. En ciertas circuns-
tancias, el derecho de los padres a la libertad de expresién y a la vida familiar puede, por lo
tanto, entrar en conflicto con el derecho de los nifios a la privacidad y a la proteccion de datos.
Por ende, los padres deben “tener en cuenta los intereses del nifio y consultarle sobre lo que
se comparte sobre él, de acuerdo con su edad y madurez”>8. Sin embargo, no todos los padres
acatan este principio. Ademas, padres e hijos no siempre estan de acuerdo, en particular du-
rante la adolescencia, cuando el nifo se encuentra explorando su identidad.

En aquellas circunstancias en las que los nifios se ven afectados por la informacién que
comparten sus padres, y en las que el didlogo con estos no funciona bien, nuestra opinién es
que el derecho de supresién —en términos de los datos que se derivan de la informacién com-
partida por los padres— puede ser ejercido por los interesados; bien sea por parte de un nifio
que se puede considerar competente para hacerlo (ver mas adelante), o por parte de un adulto
cuando se trata de informacién que se trat6 durante su infancia. Vale la pena hacer dos salve-
dades sobre esto. En primer lugar, en aquellas circunstancias en las que la informaciéon com-
partida por los padres se considere “una actividad puramente personal o familiar”, el RGPD
y, por lo tanto, el derecho de supresion, no se aplican®. Las circunstancias concretas de cada
situacién determinaran si este es el caso o no. Ciertas actividades en redes sociales, por ejem-
plo, podrian caer bajo esta excepcion familiar®, otras posiblemente no. En segundo lugar, los
nifos que (adin) no son competentes legalmente para ejercer su derecho de supresion, y tienen
que depender de sus padres o guardianes para hacerlo, evidentemente se encontraran en una
situacién mas complicada con relacién a sus padres cuando se trate del ejercicio de su derecho
de supresion. Quizas el articulo 80 (1) del RGPD puede proporcionar un recurso para esto,
pues permite al interesado ordenar a una organizacién o asociacion sin animo de lucro, con
objetivos estatutarios en pro del interés piblico y activa en el campo de la proteccién de las
libertades y derechos de los titulares de datos, que presente la solicitud en su nombre. Es posi-
ble imaginar que un nifo acuda a servicios de proteccién infantil u otras organizaciones que
representen los intereses de los nifos para que estas presenten una solicitud en su nombre®'.

56 Alicia Blum-Ross y Sonia Livingstone, “’Sharenting’, parent blogging, and the boundaries of the digital self”,
Popular Communication 15, n.° 2 (2017): 115-125, https://doi.org/10.1080/15405702.2016.1223300.

57 Claire Bessant, “Sharenting: balancing the conflicting rights between parents and children”, Communications
Law 23, n.° 1 (2018): 7, http://nrl.northumbria.ac.uk/33818/.

58 Stacey Steinberg, “Sharenting: children’s privacy in the age of social media”, Emory Law Journal 66, (2017):
839, https://ssrn.com/abstract=2711442; Eva Lievens, Sonia Livingstone, Sharon McLaughlin, Brian O’Neill
y Valerie Verdoodt, “Children’s Rights and Digital Technologies”, en International Human Rights of Children,
eds., Ursual Kilkelly y Toon Liefaard (Singapur, Springer, 2018) 11.

59 Reglamento General de Proteccién de Datos (RGPD). Articulo 2 (2) c. Mayo 25 de 2018. Véase también: Claire
Bessant, “Sharenting: balancing the conflicting rights between parents and children”, Communications Law
23, n.°1(2018): 18, http://nrl.northumbria.ac.uk/33818/.

60 Reglamento General de Proteccion de Datos (RGPD). Recital 18. Mayo 25 de 2018; “Handbook on European
Data Protection Law 2018 edition”, Agencia de los Derechos Fundamentales y Consejo de Europa, 2018, 103
et seq.
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6. EL EJERCICIO DEL DERECHO DE SUPRESION Y
EL ROL DE LAS AUTORIDADES DE PROTECCION DE DATOS

Como principio general, los derechos de proteccién de datos pueden ser ejercidos por la per-
sona cuyos derechos se encuentren en riesgo: el titular de los datos®*. El ejercicio de derechos
bajo el RGPD debe ser facil, gratuito y rapido. La razén 59 aclara que

Deben arbitrarse férmulas para facilitar al interesado el ejercicio de sus derechos en
virtud del presente Reglamento, incluidos los mecanismos para solicitar y, en su caso,
obtener de forma gratuita, en particular, el acceso a los datos personales y su rectifica-
cion o supresion, asi como el ejercicio del derecho de oposicion. El responsable del
tratamiento también debe proporcionar medios para que las solicitudes se presenten
por medios electronicos, en particular cuando los datos personales se tratan por me-
dios electrénicos. El responsable del tratamiento debe estar obligado a responder a las
solicitudes del interesado sin dilacion indebida y a mas tardar en el plazo de un mes,
y a explicar sus motivos en caso de que no fuera a atenderlas.

Por supuesto, cuando hay nifnos involucrados es preciso tener en cuenta aquella legislacion
nacional que incluya reglas sobre la capacidad legal. Estas reglas pueden ser diferentes de-
pendiendo del pais®®, y pueden estar ligadas con una edad especifica, con la madurez, o con
el nivel de comprensién del menor. Con respecto al derecho de supresion, los menores de 18
anos que se consideren legalmente capaces pueden (y deberian) ejercer este derecho®. Cuando
los nifos no tienen esa capacidad, el titular de la responsabilidad parental puede (por lo gene-
ral) ejercer el derecho en nombre del menor®, excepto, por ejemplo, en casos en los que esto
no sea favorable para el nifo®. Es importante sefialar que cuando el titular de la responsabili-
dad parental actia en nombre del nifo, el derecho del nifio de ser escuchado, tal y como se
encuentra consagrado en el articulo 12 de la Convencién sobre los Derechos del Nifo y en el
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“Guide to the GDPR-Children”, UK Information Commissioner’s Office, https://ico.org.uk/for-organisations/
guide-to-the-general-data-protection-regulation-gdpr/children-and-the-gdpr/what-rights-do-children-have/#
Right_to_be.

“Handbook on European Data Protection Law 2018 edition”, Agencia de los Derechos Fundamentales y Con-
sejo de Europa, 2018.

“Children’s rights and justice: Minimum age requirements in the EU”, Agencia de los Derechos Fundamenta-
les, 2018.

“Guide to the GDPR-Children”, UK Information Commissioner’s Office, https://ico.org.uk/for-organisations/
guide-to-the-general-data-protection-regulation-gdpr/children-and-the-gdpr/what-rights-do-children-have/# _
Right_to_be.

“Guide to the GDPR-Children”, UK Information Commissioner’s Office, https:/ico.org.uk/for-organisations/
guide-to-the-general-data-protection-regulation-gdpr/children-and-the-gdpr/what-rights-do-children-have/# _
Right_to_be.

“Guide to the GDPR-Children”, UK Information Commissioner’s Office, https://ico.org.uk/for-organisations/
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Right_to_be.
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articulo 24 de la Carta de los Derechos Fundamentales de la Unién Europea, debe tenerse en
cuenta, segin la edad y madurez del menor®’.

En términos practicos, cuando un menor o su representante quieran ejercer el derecho de
supresion, primero es preciso que el responsable del tratamiento sea contactado con la soli-
citud®®. Posteriormente, el responsable del tratamiento debe proporcionar informacién sobre
las acciones que se tomaron con respecto a la solicitud, sin ninguna demora indebida y en
cualquier evento dentro del mes siguiente a la recepcion de la solicitud®. Si el responsable de
los datos decide no tomar medidas, el interesado debe ser informado (de nuevo, sin demoras y
a mas tardar dentro del mes siguiente) sobre las razones por las cuales no se tomaron medidas
y sobre la posibilidad de presentar una queja ante una autoridad de supervisién y buscar un
recurso juridico’. Esto quiere decir que en el caso de que un menor o su representante no
esté satisfecho con la decision del responsable del tratamiento de no suprimir ciertos datos,
es posible presentar una queja ante la autoridad de proteccion de datos competente”', que
investigard el caso y lo evaluara.

Ademads de quejarse ante una autoridad de proteccion de datos, los interesados también
tienen derecho a un recurso judicial efectivo cuando consideren que sus derechos consagrados
en el RGPD han sido violados, y por lo tanto pueden ejercer su derecho de supresion ante un
tribunal (nacional). Por dltimo, si esto no resulta satisfactorio, en un futuro las disputas podrian
—si se respetan los requisitos procedimentales relevantes— terminar en el TJUE, o —debido a
los posibles conflictos entre el derecho de respeto a la vida privada y el derecho a la libertad
de expresion e informacion— dentro del contexto de las aplicaciones de los articulos 8 0 10 de
la Convencién Europea de Derechos Humanos, podrian terminar en el Tribunal Europeo de
Derechos Humanos. Si esto ocurre, sera interesante observar si estos dos tribunales realizaran
ejercicios de equilibrio convergentes o divergentes.

CONCLUSION

El entorno digital esta “reestructurando las vidas de los nifios de muchas maneras, lo cual re-
sulta en nuevas oportunidades y riesgos para su bienestar y sus derechos””2. Es innegable que
durante el transcurso de la infancia —y algunas veces incluso antes— se recolecta y trata una
cantidad cada vez mayor de datos. Uno de los puntos de partida del RGPD es que las personas
naturales deben tener el control de sus propios datos personales’. El derecho de supresion es

67 “Every child’s right to be heard: A resource guide on the UN Committee on the Rights of the Child General
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un mecanismo que permite a los titulares de los datos ejercer ese control. No podemos mas que
dar la bienvenida a que el RGPD enfatice que este derecho es particularmente relevante para
los nifios, pues les permitira —al menos en la medida en que lo deseen— dejar atras el pasado.
En ciertas instancias, esto sera necesario para poder adoptar y aceptar plenamente el futuro.

En este orden de ideas, sostenemos que el ejercicio de este derecho se debe abordar desde
la perspectiva de los derechos de los nifos. Esto implica que, excepto en circunstancias in-
terpretadas estrechamente en las que otros intereses prevalecen, el equilibrio debe inclinarse
hacia la supresion cuando los nifos ejercen su derecho. En cualquier caso, la principal consi-
deracion para evaluar las solicitudes debe ser el bienestar del menor y su derecho al desarrollo
y al respeto de su vida privada. Todos los actores involucrados —responsables del tratamiento,
padres y autoridades de proteccién de datos— deben comprometerse con esto.

Por supuesto, el potencial del derecho de supresién con respecto a menores de edad solo
se puede alcanzar si los sujetos conocen la existencia de este derecho, y si el umbral para el
ejercicio de este es lo suficientemente bajo. Si bien esto se puede solucionar en parte mejoran-
do los niveles de conocimiento de los nifios con respecto a las redes y a los datos, al final los
responsables del tratamiento de los datos deben facilitar informacién adecuada para los nifos
y procedimientos que se ajusten a ellos. De lo contrario, las autoridades de proteccién de da-
tos podran responsabilizarlos’. En este momento resulta muy dificil predecir cémo se pondra
en practica el derecho de supresion en relacién con los datos de los nifios. Los proximos meses
y afos nos traeran una mayor claridad en términos de la medida en que los interesados apro-
vecharan este derecho, las mejores practicas adoptadas por los controladores de los datos, la
orientacién y toma de decisiones de las autoridades de proteccién de datos, y quizas, los fallos
de los tribunales frente a las disputas.
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